Listage des différents types d’arnaques

**\*L’hameçonnage/Phishing/Phishing scams/Phishing email scams**  est une technique frauduleuse destinée à leurrer un internaute pour l’inciter à communiquer des données personnelles et/ou bancaires en se faisant passer pour un tiers de confiance.

**\*Phishing Paypal-**les escrocs vous envoient un e-mail en se faisant passer pour Paypal, ils prétextent une urgence et vous demandent de cliquer sur un lien menant à une imitation de Paypal, toute information bancaire sera ainsi transmise aux escrocs.

**\*Phishing Impôts-**Similaire au phishing Paypal, néanmoins le mail est originaire d'une réplique du site du Ministère de l'Economie et des Finances et prétexte une urgence ou un remboursement.

**\*Phishing EDF-** Similaire au phishing Paypal, néanmoins le mail est originaire d'une réplique du site EDF prétextant une urgence, un impayé, ou une coupure de courant immédiate.

**Autres dérivés du Phishing : Netflix, CAF, Visa, Apple, Facebook, Ameli, FNAC**

**\*Arnaque à la "nigériane"/Arnaque aux bénéficiaires/Nigerian Scam-** Un inconnu - ou quelqu’un qui se fait passer pour un ami - demande votre aide pour transférer des fonds déposés sur un compte étranger (par exemple, un héritage).

Il vous promet une forte récompense à condition que vous lui fassiez d’abord parvenir une avance en argent.

**\*Arnaque à la loterie/lottery scam/sweepstakes scam/ Competition scam**

**-**Vous recevez un mail promettant un gain à un jeu-concours ou une affaire incroyable dont veut vous faire profiter un ami. Ce type de mail vous demande d’effectuer un versement pour couvrir des frais ou débloquer la somme ou le lot.

**\*Escroquerie à l’offre d’emploi/Job offer scam-** Les escrocs identifient un demandeur d’emploi et lui proposent un job très bien payé. Ce subterfuge a pour objectif de vous recruter en tant qu’intermédiaire pour une opération de blanchiment d’argent, il s’agit en général d’argent provenant d’activités criminelles.

**\*Arnaque au dépannage/Breakdown scam-** Vous recevez un appel d'un individu qui prétend travailler pour Microsoft ou un éditeur de logiciels important. Il affirme pouvoir résoudre les problèmes informatiques tels que la vitesse de connexion Internet ou les délais de téléchargement. Ainsi, lorsque l'e-mail arrive dans votre boîte de réception, vous téléchargez un programme d'accès à distance qui permet aux escrocs de prendre le contrôle de votre ordinateur et d'installer des programmes malveillants.

**\*Arnaque sur les sites de rencontres/Dating Scam/Romance scam-** Vous rencontrez un individu par le biais d'un site Internet de rencontre ou un forum de discussion. Mais vous ne pouvez jamais être certain de celui ou de celle qui se trouve de l'autre côté de l'écran. Les « Catfishers » (escrocs), comme ils sont souvent désignés, usurpent bien souvent l'identité d'une personne réelle afin de paraître authentiques et fournissent de véritables informations mais ils envoient des photos et des coordonnées fausses pour brouiller les pistes. Une fois le lien émotionnel établi, les escrocs essaient de soutirer argent ou services de la victime.

**\*Arnaque aux faux organismes de bienfaisance/Fake charity scam-** À la suite de catastrophes naturelles à grande échelle ou d'autres tragédies d’envergure, vous souhaitez apporter votre contribution et les escrocs savent comment en tirer profit. Ils mettent en place des sites de dons et des comptes factices, puis rédigent un e-mail émouvant pour solliciter des fonds qui ne seront jamais versés aux victimes.

**\*Le kidnapping/hacking de disque-dur/ Hard drive hacking/ Computer hacking -** Après que vous ayez ouvert une page web ou cliqué sur un lien, votre écran devient gris. Vous avez beau cliquer, rien ne se produit, puis votre image en direct filmée par votre propre webcam apparaît : quelqu’un a pris le contrôle de votre ordinateur.

Ce scénario se nomme "virus-rançon", ou "ransomware" : l’accès à votre ordinateur est bloqué dans le but de vous faire chanter, en vous accusant d’avoir téléchargé illégalement des fichiers et de violer de pseudo lois sur le copyright, ou même de posséder des photos pédophiles.

**\*Arnaque de l’investissement préalable/Advance investment scam-**Pour commencer à gagner de l’argent, tu dois d’abord acquérir un kit de démarrage ou un e-book par exemple. On te dit que tout y est expliqué. Tu dois donc débourser de l’argent avant de commencer, et ensuite tu n’auras qu’à mettre en œuvre la méthode pour gagner de l’argent. Ça, c’est ce qu’on te promet, mais en réalité, tu rentreras rarement dans tes frais.

**\*Arnaque de l’argent sur Internet/ Internet money scam-** On te fait croire que tu gagneras beaucoup d’argent… mais ce ne sera pas le cas ! [Lire des mails](https://www.abcargent.com/mail-remunere/) ou répondre à des [sondages rémunérés](https://www.abcargent.com/sondage-remunere/) ne te rapportera jamais plus que 100 ou 200 euros par mois grand max, contrairement à ce que certains invitent à penser.

L’escroc quant à lui aura empoché une commission grâce à ton inscription ou à tes clics.

**\*Arnaque de l’expertise/Expertise scam-** Certains se présentent comme de véritables experts dans leurs domaines, et vont t’inciter à coup de fausses preuves et faux témoignages à souscrire à leurs services.

C’est le cas de ces prétendus anciens traders, ou de ces blogueurs qui vendent des ebooks expliquant comment ils vivent de leurs blogs.

**\*Options binaires/Binary options-** Les nombreux blogs qui font la promotion des sites d’[options binaires](https://www.abcargent.com/options-binaires-arnaque/), basé sur des paris boursiers à court terme. Ces sites sont malhonnêtes (parce qu’ils promettent des gains faramineux alors que ça n’est bien entendu pas aussi simple) et souvent de vrais escrocs (parce qu’ils ne te rendront jamais ton dépôt initial) .

**\*Arnaque de l’ignorance/ignorance internet scam-** Tout le monde n’a pas les connaissances ou l’expérience nécessaires dans un domaine pour savoir que l’offre qui t’est faite est disponible gratuitement.

Par exemple, un arnaqueur très connu sur Internet vend une formation à 1000 euros pour t’aider à créer ton blog et lancer ton affaire. Il va te donner plein d’arguments pour que tu penses que c’est un bon investissement, plein d’astuces pour économiser sur les coûts d’exploitation de ton blog et aussi pour retirer des revenus de ton blog par la suite. Ce qu’il ne te dira pas, c’est que 95 % des informations données dans cette formation sont disponibles gratuitement sur d’autres sites Internet !

**\*Prêt d’argent/ Money loan-** Attention aussi aux propositions malhonnêtes de prêts entre particuliers que tu peux recevoir par e-mail ou trouver sur des forums. De nombreux escrocs sans scrupules profitent des gens qui ont besoin d’argent en leur faisant une offre apparemment généreuse. Le problème, c’est qu’après avoir encaissé les frais de dossier, ils ne donnent plus jamais de nouvelles…

**\*Arnaque de la double peine/ Double penalty scam-** Un escroc contacte une victime de tel ou tel type d’arnaque présenté plus haut et lui dit qu’il y a un moyen de récupérer son argent. Il propose son aide, et ses soi-disant contacts (des services sérieux du genre police ou justice), moyennant le versement préalable de quelques frais de dossier, bien entendu ! Inutile de dire que la victime non seulement ne récupérera pas l’argent qu’on lui a volé initialement mais elle se rendra ensuite compte qu’elle s’est faite avoir une nouvelle fois.